Digital Forensics in Law Enforcement

My name is STUDENT NAME and I am an Applied Business and Information Technology (ABIT) student at the University of Hawaii Maui College. The problem that is attempted of being solved is if there is a need for Digital Forensics in Law Enforcement and how it can help Crime Investigations.

This is a confidential survey and for my research project. Results will only be viewed as a compilation and no personal information or identities will be recorded. This is a voluntary survey and you can exit at any time. This should take less than 10 minutes, thank you for your time. If you would like to follow up with me after the survey please contact me at STUDENT EMAIL or my supervisor INSTRUCTOR NAME AND CONTACT INFO.

1. How important is digital evidence in your investigation?  
   Mark only one oval.

   Not important  |  |  |  |  |  | Very important

2. How often does your agency deal with cyber attack investigations?  
   Mark only one oval.

   Not that much  |  |  |  |  |  | A lot

3. How important do you think traditional forensics is when it comes to cyber attacks?  
   Mark only one oval.

   Not important  |  |  |  |  |  | Very important

4. How useful would a starter digital forensics kit be for your investigations?  
   Mark only one oval.

   Not useful  |  |  |  |  |  | Very useful

5. How important do you think "time" is when it comes to gathering digital evidence at crime scenes?  
   Mark only one oval.

   Not important  |  |  |  |  |  | Very important
6. How would you handle retrieving data from an encrypted hard drive or mobile phones?

7. How do you recover deleted files if you do not have access to a digital forensics kit?

8. Any feedback, comments or suggestions?